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Email and CAS Account Creation is the process that creates a login to the 

Central Authentication Service (CAS) and UDEL email. 
 

● Look for an email from consult@udel.edu with the subject “Create your University of Delaware 
account”. 

● The email goes to the email address that you gave us when you applied. (To change the email 
where this is sent please email eli-registrar@udel.edu). 

● Clicking the link will open the My UD Settings: New Account form. 
● The link within the email is active for 7 days. 
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● After 7 days, the link expires.  
 

 
 
 
To have a new link sent, students can email eli-registrar@udel.edu and include their full name and 
ID number.
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My UD Settings: Account Creation 

UDelNet ID Settings 
 

● A UDelNet ID is the first half of a University of Delaware email address (udelnetid@udel.edu). 
● All official University correspondence is sent to a student’s UD email address. 
● Students must create a UDelNet ID that is 3-8 lowercase letters with no spaces, numbers, 

or punctuation marks. 
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My UD Settings: Account Creation 
Security Question Settings 

 
● Choose security questions that only you will be able to answer. 
● You may change your security questions at any time in My UD Settings. 
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My UD Settings: Account Creation 

Password Settings 
 

● Password must meet security standards including: 
○ Length of 12 to 30 characters 
○ Uses at least three of these character types: 

■ An upper case letter 
■ A lower case letter 
■ A number 
■ A special character (NOT a space) 

○ Not based on a simple character pattern 
○ Not based on a dictionary word 

● You may change your password at any time in My UD Settings. 
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My UD Settings: Account Creation 

About Two-Factor Authentication (2FA) 
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My UD Settings: Two-Factor Authentication Settings 

Communication Methods 
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My UD Settings: Two-Factor Authentication Settings 
Google Authenticator Option (Google Authenticator is a smart-phone app for generating a 2FA code) 

● Google Authenticator is the recommended method for receiving a 2FA code. 
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My UD Settings: Two-Factor Authentication Settings 

Primary Method 
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My UD Settings: Two-Factor Authentication Settings 

Primary Method Verification 
● Verify that you can receive a 2FA code. 
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My UD Settings: Two-Factor Authentication Settings 

Receiving the 2FA code 
 

● Google Authenticator: Retrieve a code by viewing the Google Authenticator app on your device. 
● Voice message: Be prepared to answer your phone and write down the code provided. 
● Text message:  You will get a text saying “Your UD Auth code is 000000”. 
● Email message:  You will get the following email. 
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My UD Settings: Two-Factor Authentication Settings 

Emergency 2FA Codes 
● It is highly recommended that you print the emergency codes listed before going to the next 

step. These are 1-time use codes that can be used in the case of an emergency if you are 
unable to use your primary or backup method for any reason. 
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My UD Settings: Account Creation 

Confirmation page 
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My UD Settings: UDelNet Security Update 

Confirmation email 
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